Welcome!

Disclaimer: DO NOT use your Cal Poly Password on “Wifi Forum Demo” Network
Agenda

- Welcome
- Video – The WiFi Trap
- Demonstration
- Discussion
- Q&A
Ninjio: Information Security Awareness

WiFi Trap
Typical Wi-Fi Model
WiFi Model with Spoofed Router

Spoofed router
(Hotel WiFi)
Demonstration
Discussion

• Install latest antivirus and OS patches
• Use strong passwords/passcodes/touch ID on devices
• Stop and think before connecting to public WiFi
• Disable Bluetooth/WiFi when not in use
• Use VPN to encrypt information on all devices
• Confirm the name of hotspots with owner
• Install device finder on mobile device/remote wipe
Useful Links

- Information Security: [security.calpoly.edu](http://security.calpoly.edu)
- Find my iPhone (IOS)
- Find my Device (Android)
- Mobile Device Wipe (IOS)
- Mobile Device Wipe (Android)
- VPN-Personal: [Psiphon, AnonymousVPN](http://Psiphon, AnonymousVPN)
- VPN-Cal Poly: [Pulse Secure](http://Pulse Secure)
Shameless plug…
Contact Us: infosec@calpoly.edu